# Using Assessment Type: Control Specification

The Control Specification assessment type allows you to quantify the effectiveness of your controls, so you can show that there are benefits to them or improvements to be made.

On this page

* [Task 1 (Optional): Complete the General Information section](#Xbde82ba75392f3eb3fce2a3e0258975d69fa8aa)
* [Task 2: Add initiation categories and controls](#Task2Addinitiationcategoriesandcontrols)
* [Task 3: Add consequences](#Task3Addconsequences)
* [Task 4: Review the quantified metrics](#Task4Reviewthequantifiedmetrics)

## Task 1 (Optional): Complete the General Information section

In the General Information section, do the following:

1. Provide a description of the risk event.
2. If you don't want the risk event to be included in aggregations, select Exclude from aggregations.

* **Note:** The Status field is based on two factors: whether required data (Risk, Risk Event Name, Consequence Instances, Driver Instances) is present in the Risk Event record in Archer and whether you have completed filling out this form. If either is incomplete, or if you selected "Exclude from aggregations", the status is Exclude, meaning that the risk event will not be aggregated.

## Task 2: Add initiation categories and controls

In the Initiation Categories (Drivers) section, do the following:

1. Click ![Add button](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAB4AAAAeCAYAAAA7MK6iAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAAAHxSURBVEhLxVexTsMwEA0SA1IF6gB1YGCFD+jCFzCzsjNQxSkSAws74g9YUEW/go06UcoAIxU7G/wBCCncOzuobY7SphQ/6alWfHcvdu/OTjATzvOlrZP+Sr11V1s9e1wDMcYzzDmrv4M6zTZUnDU3tTkMdXKptOmqqHfLpDGeYQ42sHVu1bF9nNbDdnqgYnOjIvNMIu9KJ7lMmoMN2cIHvi7MLMiDMMp2wshcqyh5IX7KYgJhSz7wRQzEmhph+363EZkHCvAhBp+G5IsYiOXCTgKtlEV7r2KwCkQsKz5h5dgaXqkQYB7yynnbBXAi2f/01+1t6OSNfgegG4t236SYiC0mHGcvEklyLLOzrs0eiPHYnEwkHGk4OQtbpyiZ6bK3EacXaBogxpJNiYgNjeE658LnOhUcBFYSBrnOs6ZVpVbHXWdicxhlZWHSgBa3VzjbNigZyqwunOTQgl9Qbz3VlE67kpHL2A6CDzPU/f3g6GoZxHh8nn1+zHbTxcES4IRRMZq9ZJQMkLnF6gqyaAEaj8+7bEe5lWPSwQJNK8ynjGC0SGEsG8uXjBa61XhDL8nlrZwAPw2E4K1lAl4OCcDbsQh4uQhYeLr6FLDi/3rZK+DpeluAEw7ZzqWGOl/4hX4Uts7/8ROmBGp1aBrzf7QFwRfrtIk1Bz5MSQAAAABJRU5ErkJggg==).
2. Enter an initiation category and inherent rate.
   * An initiation category is a category of risk event occurrences based on the controls that, if successful, would have prevented occurrence of the risk event. For example, if your Risk Event is a DDoS attack, you might have "Spyware", "Malware", and "Botnet Attack" initiation categories.
   * The inherent rate is how many times a year, on average, you think this initiation category will occur, given no controls in place.

* Insight calculates the Proportion, Full, and Actual fields. The Proportion is a percentage based on the inherent rate of the initiation category divided by the sum of the inherent rates for all categories. The Full and Actual fields are set to the Inherent rate until you add controls.

1. Add preventive controls. These are the individual controls in this category that would prevent the risk event from occurring. For example, in a "Botnet Attack" initiation category, you might have "DR Plan", "Patching", and "DNS Firewall" controls.

* You can either create new preventive controls or lookup existing controls from Archer. New controls are created in Archer when you save the assessment form.
  + To create new preventive controls, do the following: Click Add New Preventive Control. Enter a name, procedure ID, type, and probability of success, and click Add. The procedure ID is required in Archer. You can enter any text, but you may want to follow a numbering convention if you have one. The probability of success is how likely the control is to prevent the risk event from occurring. Enter a decimal between 0 and 1, but not including 1.
  + To lookup existing preventive controls from Archer, do the following: Click Add Existing Preventive Control. Select the control, enter a probability of success, and click Add. Only control procedures with a Control Goal of "Preventive" are displayed. The probability of success is how likely the control is to prevent the risk event from occurring. Enter a decimal between 0 and 1, but not including 1.
* Insight calculates the Lifecycle, Compliance, and Actual fields. For new controls, the Lifecycle and Compliance fields are set to "Proposed" and "Open". For existing controls, both are pulled from Archer. The Actual Probability of Success is calculated based on the control compliance and lifecycle multiplier.
* The Value of Preventive Control fields are populated once you define consequences.

## Task 3: Add consequences

1. In the Consequences section, click ![Add button](data:image/png;base64,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).
2. Enter a name, select a type, and click Add.
   * The following consequence types are economic: Financial
   * The following consequence types are non-economic: Environmental, Health & Safety, Reputation, Social, and Sustainability
3. Do one of the following:
   * For economic consequences, enter the inherent minimum, median, and downside impacts in dollars.
     + The minimum impact is an absolute least possible impact, often representing fixed unavoidable costs.
     + The median impact is the mid-point of the distribution in the sense that it is equally likely for the impact to be less than or greater than the median.
     + The downside impact is only exceeded 10% of the time. It is not a worst case.
   * Insight uses the values you provide to model a range of potential impacts that could happen when a risk event occurs. Use the menu to view one of the following figures:
     + **Loss Per Occurrence** shows the economic loss incurred by a single occurrence of the risk event. The figure shows the probability density function (pdf) of this uncertainty, which indicates the range over which the loss is more or less likely to fall.
     + **Actual Annual Loss** takes account of both the number of occurrences and the loss incurred on each occurrence, given current controls and mitigations in place.
     + **Inherent Annual Loss** takes account of both the number of occurrences and the loss incurred on each occurrence, without considering current controls and mitigations in place.
     + **Full Annual Loss** takes account of both the number of occurrences and the loss incurred on each occurrence, assuming current controls and mitigations in place are fully effective.
     + For all annual loss figures:
       - The annual loss is zero if there are no occurrences. The uncertainty range of non-zero losses is slightly broader than for a single loss because of the possibility of multiple occurrences.
       - The figure shows a cumulative distribution curve, which indicates the probability that the loss is the horizontal value or less. The curve starts at the probability of no occurrence (and thus no loss).
       - The figure also shows the density function for non-zero loss for one or more occurrences of the risk. This indicates the range over which a loss is more or less likely to fall, when there is a loss at all.
     + You can click any of the legend items to hide them from the figures.
   * Insight also calculates the expected annual loss, value at risk, and the conditional value at risk, which are displayed under the figures. The value at risk and conditional value at risk percentages are what you defined in [Set Up Insight UI Settings](insight_uc_setting_up.htm#Set2).
   * For non-economic consequences, enter the inherent minimum, most likely, and maximum impact levels as a utility scale. Click the ? icon to view descriptions of what type of impact qualifies for each level based on the selected impact type.
     + The minimum impact level is the smallest possible impact.
     + The most likely impact level is the most likely possible impact.
     + The maximum impact level is the largest possible impact.
   * Insight uses the values you provide to model a range of potential impacts that could happen when a risk event occurs. You can hover over any point in the probability distribution to see the probability for a specific impact level.
4. Add mitigating controls. These are the individual controls that can decrease the impact of the consequence when the risk occurs.

* You can either create new mitigating controls or lookup existing controls from Archer. New controls are created in Archer when you save the assessment form.
  + To create new mitigating controls, do the following:
    1. Click Add New Mitigating Control.
    2. Enter a name, procedure ID, type, and probability of success, and click Add.
       - The procedure ID is required in Archer. You can enter any text, but you may want to follow a numbering convention if you have one.
       - The probability of success is how likely the control is to prevent the risk event from occurring. Enter a decimal between 0 and 1, but not including 1.
  + To lookup existing mitigating controls from Archer, do the following:
    1. Click Add Existing Mitigating Control.
    2. Select the control, enter a probability of success and a reduction factor, and click Add.
       - Only control procedures with a Control Goal of "Mitigating" are displayed.
       - The probability of success is, if the risk event occurs, how likely it is that this mitigating control reduces the impact of the consequence. Enter a decimal between 0 and 1, but not including 1.
       - The reduction factor is the reduction in impact (either a percentage for financial consequences or number of utility levels for non-financial) due to the mitigating control.
  + Insight calculates the Lifecycle, Compliance, and Actual fields. For new mitigating controls, the Lifecycle and Compliance fields are set to "Proposed" and "Open". For existing controls, both are pulled from Archer. The Actual Probability of Success is calculated based on the control compliance and lifecycle multiplier. The Value of Mitigating Control fields are this control's contribution to reducing the impact of the related consequences.

1. Repeat steps 1 - 5 for each consequence.

## Task 4: Review the quantified metrics

As you enter risk and consequence information, the values in the Quantified Metrics panel automatically update. When you're using the Control Specification assessment type, you get actual, inherent, and full values.

| Value | Description |
| --- | --- |
| Rate | The expected number of times a risk event occurs annually. |
| *Economic section* | |
| Expected loss per occurrence | If the risk occurs once, the expected impact based on all financial consequences.  For example, say you have two financial consequences. Financial Consequence 1 has a expected loss of $700,000, Financial Consequence 2 has an expected loss of $300,000. Your economic impact per occurrence would be $1m. |
| Expected annual loss | Annual expected impact of financial consequences based on the number of expected occurrences of the risk event annually.  Continuing with the previous example, your economic impact per occurrence is $1m, but your number of occurrences is 2, so your annual economic impact would be $2m. |
| Value at risk at *n%* | The value at risk is effectively the best outcome of the worst n% of occurrences.  The percentage is what you defined in [Set Up Insight UI Settings](insight_uc_setting_up.htm#Set2) |
| Conditional value at risk at *n%* | The conditional value is the average of the worst n% of occurrences.  The percentage is what you defined in [Set Up Insight UI Settings.](insight_uc_setting_up.htm#Set2) |
| *Total section* | |
| Expected impact per occurrence | If the risk occurs, the expected impact based on all consequences (financial and non-financial).  The economic equivalent for each consequence is totaled and then converted to the [utility scale](insight_uc_setting_up.htm#Populate).  Continuing with the previous examples, say you also have 1 reputational consequence, and 1 environmental consequence. Reputational Consequence has an expected economic equivalent loss of $400,000 and Environmental Consequence has a economic equivalent loss of $200,000.  Also, say your [global variables](insight_uc_setting_up.htm#Task1) are the following:   * # of levels 6 * Level 1 = 1,000 * Level 6 = 100,000,000   This gives you a level ratio of 10. Each level is 10 times the previous one:   1. 1,000 2. 10,000 3. 100,000 4. 1,000,000 5. 10,000000 6. 100,000,000   Given this, to get your total impact per occurrence, all of the economic equivalents are added (700,000 + 300,000 + 400,000 + 200,000 = $1.6m) and converted to the utility scale.  The utility scale conversion is (1 + LN(value/Level1)/LN(LevelRatio), so in this example you would have 1 + LN(1.6M/1,000)/LN(10), which gives you a utility scale value of 4.2  **Note:** You will not see the economic equivalent of any single consequence in the assessment. |
| Expected annual impact | If the risk occurs, the expected impact based on all consequences (financial and non-financial) and the rate of occurrence.  The financial equivalent for each consequence is totaled and then converted to the [utility scale](insight_uc_setting_up.htm#Populate).  Finishing the example above, the annual total impact would be 4.5. The total impact per occurrence (in economic equivalents): $1.6m, multiplied by the number of occurrences: 2 = $3.2m, converted to the utility scale: 1 + LN(3.2M/1,000)/LN(10). |